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Welcome 
Bara Greplova welcomed all participants to the workshop and explained its focus: how blockchain 
can play a role in improving cross-border payments and how it can help address all existing 
challenges. She then introduced Jan Klesla who is representing INATBA’s working group on 
Finance. 
 

INTRODUCTION 
Jan Klesla welcomed all participants. He mentioned that in the Finance Working Group of INATBA 
they have been working on MiCA and other regulatory frameworks in the EU, but cross-border 
payments is quite an interesting field  - even more interesting than NFTs or other similar fancy stuff 
that are trending these days. It is important to have some numbers, e.g. the SWIFT network just last 
year announced the new peak of about 50 million messages per day, so this is one of the largest 
financial industries in the world and basically is one of the best use cases for blockchain in general, 
so this is basically the reason why we are organising this event. 
 
JK encouraged the audience to ask questions and mentioned that the questions coming from the 
audience will be prioritised in the discussion. 
 

Presentation by john Ho, Standard Chartered Bank 
John Ho started by setting the scene in cross-border payments, looking at issues such as costs; the 
average transaction fees for a cross-border payment, under the payments’ journal is about seven 
percent (7%); for certain types of emerging markets payments the costs can even exceed double 
digits. The second thing is speed. Unlike peer-to-peer exchange on blockchain, cross-border 
payment using traditional risks, on average takes two to three working days for payments to flow 
through from one jurisdiction to another. Third point is savings; Juniper conducted a survey in 2021 
that indicated that the savings for global banks if they modernise their payment rails, including the 
use of blockchain could lead to 10 billion dollars in saves. Then, another survey conducted about a 
year ago, reported that in terms of interest in cross-border payments using sort of blockchain 
payments, 99% responded positively that they would be willing to use new forms, including 
blockchain forms of payments. With that backdrop, the four main challenges with respect to 
payments and how these can be addressed were discussed: 
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Essentially, there are costs within each and every cross-border payment, where multiple of 
intermediaries and fees are required. 
 
 

 
 
But when we talk about cross-border payments, it is essential to understand that we are talking 
about interlinkages. There is no “one-size fit all” approach. 
 
The policy makers are discussing about cross-border payments as an issue to be tackled given the 
challenges discussed before. The ECB has recently issued a paper looking at what is deemed as the 
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ideal of what the modern payments should be like. Many other organisations, public and private are 
engaged in this discussion. But how is blockchain used for cross-border payments? 
 
There is an ability, in a carefully designed blockchain enabled infrastructure to provide for a direct 
end-to-end payment using smart contracts programmability; in a well-designed private or public 
permission network to provide data on payments to be made on a cross-border basis using 
tokenised or the atomicity of tokenised cash or tokenised deposits. 
 

 
 
Who are the main players in cross-border payments? Banks, Central Banks, Big Tech and Fin Tech 
companies and Crypto-asset providers. These are players that are looking at tackling the main pain 
points  in cross-border payments. 
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Use case examples: 
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Other Central Banks’ projects include: 

 
A number of Proofs of Concept have been deployed for cross-border payments across the globe, 
looking at interbank settlements, lowering the cost of transactions and also enabling cross-border 
payments. 
 
The biggest barriers in blockchain adoption, are (in accordance with a latest PwC survey): 
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Regulatory uncertainty 
Lack of trust among users 
Ability to bring network together 
Separate blockchains not working together 
Inability to scale 
Intellectual property concerns 
Audit/ compliance concerns. 
 
These concerns are possible to address, if private and public sector work together. 
 
Currently, there are 91 CBDC projects in deployment globally. 86% of Central Banks globally are 
doing some form of CBDC trial – most of them looking into cross-border payments in some form of 
collaboration with other central banks (in the form of projects). 
 

 
 
The key areas to focus on when exploring digital transformation in payments, include speed, the 
potential of a frictionless experience, the business agility, well designed-resilient blockchain 
technology, the overall digital experience and last but not least the payments infrastructure.  
 
What are the key requirements for achieving a “utopian stage” for improving cross-border payments?  
You would need strong governance, data control, compliance with regulatory requirements, 
standardisation in messaging; digital identity is key as well as security and reliability and last but not 
least scalability to ensure wider adoption of this ecosystem. 
 
The modernisation of financial payments is a direction that everyone is embracing. We are currently 
at the stage where we are trying to resolve some of the key challenges in the market. But on the 
bright side, the international setting is discussing the future of cross-border payments, and will 
examine the cross-collaboration between private and public sector to actually make it a success. 
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Presentation by Antonio Leal Batista, LACCHAIN/Inter-American 
Development Bank 

 
Antonio explained the LACCHAIN initiative, i.e. how it is a global alliance for the development of the 
blockchain ecosystem in Latin America and the Caribbean, running since 2018. 
 
Some of their applications are listed below. 

 
 
Currently they have a cross-border payment application which is a proof of concept they have 
developed in 2020. 
 
He explained the background of how IDB sends thousands of annual transfers from its headquarters 
in Washington DC, USA to the regional offices of Latin America and the Caribbean for the payment 
of supplying in projects. These transactions normally involve IDB agent bank as well as the 
beneficiary bank. This includes: transfer cots, returned payments with intermediary bank fees, lack of 
traceability of transfers and commissions of intermediaries and finally, no control over processes  
and fees applied to transactions.  
 
When using the aforementioned application, the goal is to demonstrate that it is possible to use 
blockchain technology to make cross-border payments with the benefits, and to increase the 
traceability of transactions, intermediaries and costs of IDB disbursements. 
 
The proof of concept was implemented on the LACChain Besu Network, the largest public-
permissioned blockchain network in Latin America and the Caribbean. 
 
Another major goal was to achieve integration among the LACChain blockchain network  and Citi 
World Link’s payment services. 
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Following the popular taxonomy presented by the IMF in 2019, two stable coins were created, one 
linked to the US dollar and the other linked to the Dominical Republic Peso, which is categorised as 
B-money. The development of this proof of concept was based on ERC-2020 called “E-Money Token 
Standard”, i.e., an extension of the standard interface for Ethereum ERC20 tokens. There was a lot 
of effort on putting KYC and AML processes in place, as any financial institution would do, in order to 
have users whitelisted. 
 

 
 
The results are quite encouraging with regards to time reduction and traceability; there was actually 
reduced time for whitelisting accounts, tokenising money, FX rates, payment generation, payment 
approval, payment transaction but also cost reduction. At the same time in terms of traceability 
improvement, this was evident in payment transactions, KYC and AML of users but also in FX rates. 
 
The main findings from this process, lead to both challenges and opportunities that need to be 
addressed in the future: 
 
→For blockchain networks: privacy and correlations; blockchain-based identities, transaction 
throughput and fees, key management, optimal models for resource distribution, specific-purpose 
settlement networks, legal frameworks and regulatory policies and finally quantum safeness. 
→For financial institutions: KYC and AML of blockchain-based identities, integration with core 
financial systems, FXs on the fly/ on chair FX rates and development of new business models. 
→For end-user adoption: Digital wallets and usability are the key issues at hand. 
 
The work in progress currently is focused on  
continuing to explore the possibilities in the financial ecosystem with commercial and central banks; 
enabling the LACChain infrastructure for cross-border payments and settlements 
generate use cases with impact on social and financial inclusion 
continue building blockchain innovation partnerships with banks and other financial institutions, 
where IDB can contribute with its strong presence in the Latin America and Caribbean region 
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review current internal business processes with potential for optimisation using blockchain and DLT 
technology. 

 
Presentation by Dan Weinberger, MORPHEUS Network 
 
The focus of the presentation was on the problems in global trade. Dan stressed on how  
“Supply chain inefficiency is the number one world problem to solve in order to stimulate economic 
growth. Reducing these barriers to global trade could increase worldwide GDP by USD 2 trillion”. 
 

 
The above diagram provides a simplified version of the global supply chain, where there are a lot of 
stakeholders involved as well as different flows which make this one flow happen. Breaking down the 
tree, we have the flow of goods themselves, the flow of documents and services and the flow of the 
money. 
 
For the purposes of this discussion we are focusing on the flow of the money (cross-border 
payments); but all this data works together to push ahead global trade. In order to optimise and 
automate all different steps need to speak to each other through interoperability. 
 
Supply chains are very fragile, and we have seen this during COVID more than ever:  
 
There are disconnected systems throughout the chain; 
Communication gaps between stakeholders; 
Inflexible software architecture (if any at all); 
Manual and error-prone processes; 
Complex and scattered information and communication; 
Lack of visibility; 
Lack of speedy and reliable customer demands management. 
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To improve these, we need to have interoperability, trustworthiness in data and data portability , 
which are all currently lacking. In addition, there is lack of communication between the stakeholders 
and between the existing systems themselves, creating data silos and that slows down the whole 
world of global trade. Furthermore, the manual and error-prone processes mentioned,  and also 
missing trust in the authenticity of documents and transfer make it even more problematic. 
 
What is needed, is a “binding glue” for fragmented data in supply chain. This could include software 
systems and stakeholders down the supply chain. What the Morpheus Network does, is play the 
middleware role, and provide intuitive tools to digitise and automate any supply chain.  

 
 
What Morpheus does with regards to cross-border payments, is that they take data from one system 
which is necessary for that cross-border payment, in order to push ahead that payment based on the 
data that is already in the supply chain. 
 
Interoperability: this is the ability of computer systems or software to exchange and make 
use of information. 
 
When there is lack of interoperable systems, there are so many manual processes that have to take 
place… 
 
Still, 1 out of 3 people in the world do not have access to financial services and the banking system. 
But there are solutions for this as well through decentralised, peer-to-peer networks. In such 
networks, all actors can send funds peer-to-peer directly to each other, without an intermediary. They 
don’t need to use banks in order to push ahead their supply chains. 
 
The technology that allows that to happen, is blockchain! Blockchain is very important to third-world 
nations in order for them to interact with all companies in the first world nations, in order to bring up 
their global trade or to make it a level playing field in a sense, and then actually communicate via 
fund transfer in order to push ahead their supplies. 
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There are several applications where we have made this work. Some examples: 
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The key criteria for assessing Tech Systems: 
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The interoperability in the supply chain is of great importance and has global impact: 
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Panel Discussion – Moderated by Jan Klesla 
 
PANELISTS:  

• Daniel Szego, CBDC Think Tank Budapest (EUBOF Expert Panel) 

• Tamara Ferreira Schmidt, Digital Euro Association 

• Dan weinberger, MORPHEUS Network 

•  

MAIN QUESTIONS AND ANSWERS: 
 

Question: Is blockchain the best solution for cross-border payments? 
 
John Ho: Blockchain for cross-border payments is the answer, because several enterprises have 
already turned to DLT technology and infrastructure, which makes sure that one can have the ability 
to tokenise not just the cash link but also the digital asset link. Also, because the ability to create 
interoperability and payment versus payment is key, because otherwise, if one keeps using existing 
payment rails, they won’t be able to settle their assets link as well, so the two should be “married”. 
 
Antonio Leal Batista: It is the underlying layer that will provide the capability of having traceability 
and eliminate asymmetries, so that everyone can see the same information. 
 
Dan Weinberger: one would be directly able to see the data transparently and this creates a level of 
trust that is missing today in supply chains. Even domestic payments can sometimes take 24 to 48 
hours to complete, which is unbelievable, not to mention the potential cost savings as mentioned in 
previous examples. Connecting 31% of the world that can’t connect through a bank, that opens up   
a lot of opportunities for billions of people. Although we wouldn’t want to push clients towards any 
specific technology use case, in many cases blockchain is an actually great solution for these 
problems. 
 
Daniel Szego: Blockchain is practically the fastest developed technology on earth; there is a huge 
innovation potential from the infrastructure side but also on the application side as well. 
 

Question: Which ledger do you consider to be the most suitable one for CBDCs? 
 
Tamara Ferreira Schmidt: there is no specific ledger preferable that the central banks are working 
on, and try to find out which one is better, but we know that the CBDCs that were launched, were 
more based on Ethereum, but we don’t have data to decide which is the best one. Maybe Central 
Banks and other organisations or companies are discussing this right now.  
 
Daniel Szego: In terms of which ledger is exactly fit for CBDCs, that is quite a tough question to 
answer. From a technological point of view, there are like three platforms in terms of DLT for CBDCs 
(R3’s Corda, Hyperledger Fabric, Ethereum Hyperledger Besu). There are some initiatives 
combining these technologies like cross chain swaps and so on.  It is quite uncertain which one will 
prevail, but partly, these innovations come from the open blockchain world, which can help improve 
transaction speed and provide more privacy.  
 
Question: what are the costs for cross-border payment providers, both for traditional 
payments and fintech services? And how difficult is it to change the modus operandi? 
 
John Ho: I think when we look at the private permission blockchain at this point in time, there has to 
be a cost. The cost is to be shared by a network of participants. As I mentioned earlier there is no 
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such thing as a “free lunch”; in order to support infrastructure you need to ensure that infrastructure 
can scale, can be upgraded and is up to date. Currently in the payment rails it is embedded in the 
fee, because if you look at why we pay x amount other than the profit, for example, there is sort of an 
embedded minimum floor that the cost of cross-border payment has to be factored in. Because the 
problem is, once you have a payment that is free, over time it is history proven, that it is hard for the 
whole ecosystem to be maintained up to date. If the payment is done on a private permission-basis 
chain,  it has to be carefully designed  with the right partners and ensuring how that cost can be 
funded or shared; both private and public sector are key. 
 
Antonio Leal Batista: as I mentioned, in the end, blockchain will be the underlying layer. The 
discussion about which ledger and which type of money will be used, will be part of the 
interoperability discussion. What we try to focus on, on our proof of concept is that LACChain is 
basically an infrastructure provider – we are not married or have to abide by the rules of any kind of 
ledger; what we are trying to do is establish an infrastructure with different layers, like having a DLT 
layer, we have an identity layer, and an organized money layer that we think, and on top of that there 
are going to be side chains and different types of tokens and different types of ledgers but in the end 
there is going to be an infrastructure that is transparent for all of us in the future and that is what we 
are heading for. The common goal is to have an interoperable infrastructure as today and being 
faster and able to include all these non-financial users. The world has an opportunity and we have a 
great future ahead of us in terms of financial inclusion. 
 

Question: How interoperable are CBDCs 
 
Daniel Szego: Technically, there are many ways of doing interoperable systems on blockchain 
tokens. Basically, if you think about CBDCs, that is clearly your token on top of your ledger and what 
should be actually guaranteed is that the two different systems can somehow cooperate in a 
transactional way and technically there are many different ways of doing that. Usually the question  
is if you want to guarantee sort of an atomicity or if you would like to prevent spending between two 
blockchains; if you want to do something similar, then the two ways, it is like the one is the atomic 
cross chain swap and the second way is through cross chain tokens. There are complex frameworks 
that implement these technologies and aim to connect many different blockchains. This is a hot topic 
because at the moment there are many different blockchain platforms and for blockchain, DLTs and 
CBDCs there are many different approaches, so there is a risk of fragmentation – of having many 
different island solutions that need to be integrated somehow. 
   
Tamara Ferreira Schmidt: To ensure interoperability it is essential to have a standard structure and 
this involves specifications and requirements and regulations. In this sense, maybe the ISO 20 or 22 
is used, and considered as a way to change this information; jt uses globally as a standard, all 
financial transactions between institutions  - market infrastructures, regulators, etc. Maybe this is a 
way to get started with interoperability. 
 

Question: Will CBDCs prevail against private stable coins (e.g. like Libra)? 
 
John Ho: if you look at the ECB, the statements varied from Fabio Panetta (president of the ECB), 
Christine Lagarde and also the Federal Reserve Board and the Bank of England, the message right 
now is very clear: there is no “one-size-fit-all” solution. There is no intention for CBDCs to be used in 
all use cases. The reason is, that the regulators do not see themselves using digital money for 
purposes such as stable coins for staking – because, as most of you know – CBDCs do not pay any 
interest and certainly, decentralized finance is not a space that regulators want to be in, as it is a 
trade-off between privacy, licencing and regulations. There are use cases for CBDCs (e.g. for 
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wholesales for interbank payments, for retail, for financial inclusion) but stable coins are based on a 
financial construct and have their own use cases. 
 
Antonio Leal Batista: I think that in the long run, in the digital world, we are going to have as many 
options as we have in the analogue world. It all depends on the use case. Perhaps supply chain will 
rely on a stable coin  -  perhaps on the stability of the supply chain, even though a CBDC might be 
available for different types of transactions, in a regulatory environment or in a country as well. I think 
the use case will determine the nature of how we tokenise the money and how we use it. 
 
Daniel Szego:  CBDCs and stable coins are two different things from an economic point of view, 
because a stable coin is actually a derivative, so it is tagged somehow to an underlying fee of money 
and then we change practically that this pack is always questionable, so it carries an additional risk. 
The risk factors on the two types of money are also different. Although, I don’t know what the future 
is going to be like, but putting CBDCs into the DeFi space, which will make the DeFI ecosystem 
more stable and could be a way to introduce regulation into the DeFi space. This is not a mainstream 
idea – it is quite innovative, but there is some brainstorming towards this direction. 
 

Question: can you provide more details about the security and privacy provided by the Morpheus 

network? 

 
Dan Weinberger: Great question and it makes sense, as we have so many different third party 
integrations, so data comes from many different places. How do we trust the data that we are 
receiving? There are many different solutions for this and we take advantage of the trust  aspect of 
blockchain obviously. We have built a parallel system (trust layer node network), where a bunch of 
nodes receive the data that are also middleware receipts and notarises the data in a decentralized 
fashion and then we can match up the data that we have received as well. In oracle implementation 
and in the ERP of the two different parties, the ERP is showing different data, or alternatively our 
middleware showing different data  than the ERP we can always go back directly to that 
decentralized node network and verify how the data was originally  and it can’t be changed – taking 
advantage of the immutability of blockchain as well and also, as the data is written there, it can’t be 
changed, so there is that security level as well. Privacy: we mentioned some permission chains, 
permission data; if there is sensitive data we can use encryption methods as well. 
 

Question: what about the privacy of CBDCs? 
 
Tamara Ferreira Schmidt: A CBDC should provide the highest degree of privacy and in this 
context, activities should supply technical guarantee  privacy by design and by default without the 
need to trust the central bank to preserve privacy and should be utilized ideally by anonymous 
payments for a small intermediate size transaction; so it is possible to do this from the technological 
perspective. 
 
Daniel Szego: Privacy is one of the key topics in CBDC design. From a technical point of view, it is 
possible to design a system that is cash-like privacy (e.g. Monero, Dash). The question is whether 
this is desirable or not, and whether it is preferred by Central Banks. For example, the Chinese 
CBDC has pretty good privacy properties, but it is doubtful if something similar will be acceptable in 
Europe.  
 
Question: Should the digital Euro be early on based on cryptocurrencies or blockchain? 
 
Tamara Ferreira Schmidt: The ECB now is running the investigation phase and is trying to know 
about all available technologies. Blockchain is of course a possibility; but we have two different kinds 
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of blockchains: permissionless and permission-one. But in my personal opinion, I think it would be a 
closed blockchain. 
 
Dan Weinberger: This goes back to the comment on interoperability. If we are discussing about 
different banks, we are talking about different payment systems, different ERPs, etc. Obviously there 
is going to be some conversions down the road, about a crypto to a banking sort of system, to allow 
them to speak to each other. These conversions will be more effective than the legacy systems we 
are converting right now going through intermediary banks. 
 
John Ho: The most important thing is that all platforms find a way to speak to one another and that 
they find a way to interoperate. The issue is not DLT or nothing and there can’t be “one-solution-fits-
all” option. It can be a high-end solution, a traditional one or a combination of the two, depending on 
what works better. 
 
Antonio Leal Batista: I agree that it is most probably going to be a hybrid system. As mentioned 
earlier, our next step in LACChain is to be a retail network and if it is a traditional network  and 
having a blockchain based network and then we would have a settlement / a bridge for 
interoperability; it could even be among tokens or among any type of transactions that will take place 
on a blockchain, so I think that’s going to narrow down to either a blockchain or a hybrid solution. 
 
Daniel Szego:  the way I see the different CBDC initiatives (six or eight different technologies that are 
being brainstormed), from the DLT part, you get at least three different blockchains or distributed 
ledgers that are used and that are at least like two or three more message based systems. So 
interoperability will be surely an issue but it is an issue in blockchain as well. So you find general 
purpose interoperative frameworks already but they are not as developed as message- based 
payment systems. 
 

 

 

End of the event 
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Appendix 
 
Videos from this and all other workshops can be found on the EU Blockchain Observatory and Forum 
website under the section Reports. 
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